
Unit tests are not enough to 
show that software is safe!

MARVeLus tells you what you 
need to know to check that a 
critical software implements its 
specifications.
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Introduction
• Cyber-physical systems (CPSs) are 

composed of software that 
interacts with the environment.

• Unit testing complex software 
might not cover all scenarios.

• Formal verification provides 
rigorous tools to prove software 
safety.

• Synchronous programming 
languages have been used in CPSs.

• Refinement types have been used 
for verification.

• This project combines 
synchronous programming with 
refinement types into MARVeLus: 
a tool to prove CPSs safety 
properties.

Algorithm

Code Example

𝑙𝑒𝑡 𝑛𝑜𝑑𝑒 𝑚𝑎𝑖𝑛 () =
𝑙𝑒𝑡 𝑏 = 0 𝑖𝑛
𝑙𝑒𝑡 𝑟𝑒𝑐 ( 𝑥 ∶ {𝑣 ∶ 𝑖𝑛𝑡 | 𝑣 >= 𝑏})
= 0 𝑓𝑏𝑦 (𝑥 + 1) 𝑖𝑛 ()

𝐸 = 𝑏 = 0

𝑉𝐶 ≡
(𝐸 ∧ 𝑥 = 0 ⇒ 𝑥 ≥ 𝑏 ) ∧

(𝐸 ∧ 𝑥 ≥ 𝑏
∧ 𝑥𝑛𝑒𝑥𝑡 = 𝑥 + 1
⇒ 𝑥𝑛𝑒𝑥𝑡 ≥ 𝑏 )

Verification condition is 
satisfiable

Generate MARVeLus
environment (𝐸)

Generate verification 
condition (𝑉𝐶)

Check satisfiability 
with Z3
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