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Technology

- Strategy
- Components
- Administration
Strategy

- Intersection of business and information
- Planned growth
- Separation of systems
  - Zones
  - Layers
  - Defense in depth
Strategy Considerations

- Becoming more complex over time
  - One gateway before; now many
- Priorities
  - Legal more likely to be clear than business and tech
- Zones
  - Systems such as extranet, intranet
  - Mission ranking such as critical, high priority….
- Layers
- Best products vs integrated approaches
Components

- Architecture
- AAA
  - By system and application
  - Authentication – who
  - Authorization – permission
  - Accounting – auditing and resource use
- Discrete systems
  - IDS
  - Firewall
  - Authentication
Authentication Factors

- Single – something you know
- Two – something you have
- Three – something you are
- Four – where you are
Overload

- Risk of too much information
- Set priorities and decide on resources
- Organize
  - Events
  - Alerts
  - Incidents
Administration

- Testing
  - Scan and remedy
  - Internal and external review
  - Metrics
  - Updates
- Change management
  - To handle future requirements
InfoSec Roadmap

- Information security methodology
- Business requirements framework
  - Current state
  - Requirements analysis; current and future
- InfoSec program components
  - People, processes, technology
- Roadmap to future
  - How to get there
High-level Analytical Components

- CIA
- Least privilege
- Speed vs control
  - Access and speed vs confidence and control
Security Assessment

- Take components and apply
- Examine
- Perform gap analysis
  - Separate strategic from tactical
- Roadmap presents alternatives for addressing gaps
Assessing Alternatives

- Tech vs business
  - With legal lurking over all
- Benefits vs probability
- Benefits vs cost
- Downtime from problem
- Initial and ongoing costs
- Non-proprietary
- Led to security problems and other nuisances
The Future

- Simplification
  - Multipurpose appliances combine safeguards
- Proactive tools
  - Heuristic malware analyses
- Improved management
  - For systems and applications
  - Technical solutions to identify and address issues; combinations, pattern analyses
  - Refined review/audit techniques